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Zasady bezpieczeństwa i ochrony danych w ramach Systemu Kart 

Dostępu (SKD) 

 

W tym dokumencie przybliżymy Ci zasady Systemu Kart Dostępu (SKD), w tym bezpieczeństwa 

korzystania z kart dostępu do wyznaczonych obszarów związanych z realizacją inwestycji Baltic 

Power oraz zasady ochrony danych osobowych przetwarzanych w ramach tej kontroli dostępu.  

 

I. O Systemie Kart Dostępu 

SKD to system, który monitoruje wejścia i wyjścia na zarządzane przez nas tereny 

o szczególnym znaczeniu operacyjnym, objęte SKD, informuje o obecności osób w danych 

strefach, pozwala na organizację wizyt i płynną obsługę gości oraz monitorowanie procesów 

logistycznych. 

Przydzielamy naszym współpracownikom, pracownikom i przedstawicielom naszych 

wykonawców i partnerów biznesowych imienne karty zgodnie z ustalonymi wewnętrznie 

zakresami dostępów. Karty przekazujemy również odwiedzającym nas gościom. 

 

II. Zasady bezpieczeństwa  

Poniżej przedstawiamy zasady bezpiecznego korzystania z kart dostępu: 

1. Karta dostępu jest imienna i przypisana wyłącznie do Ciebie. Nie pożyczaj ani nie przekazuj 

jej osobom trzecim, nawet tymczasowo. 

2. Korzystaj z dostępu do obszarów wyłącznie w zakresie niezbędnym do wykonywania 

obowiązków służbowych lub do realizacji celu wizyty. 

3. Dbaj o bezpieczeństwo karty. Nie przechowuj karty w miejscach ogólnodostępnych ani nie 

pozostawiaj jej bez nadzoru. W przypadku utraty, kradzieży lub uszkodzenia karty 

niezwłocznie zgłoś ten fakt personelowi ochrony i administratorowi budynku Bazy 

Serwisowej w Łebie.  

4. Nie dopuszczaj do obchodzenia systemu kontroli dostępu (np. wchodzenia razem z inną 

osobą, używania cudzej karty). 

5. Jako posiadacz karty dostępu jesteś zobowiązany jest do przestrzegania wszystkich 

instrukcji bezpieczeństwa obowiązujących w strefach chronionych. 

6. Jeśli zauważysz coś nietypowego (np. otwarte drzwi w strefie zamkniętej), poinformuj o tym 

personel ochrony. 

7. W przypadku awarii systemu lub problemów z kartą stosuj się do poleceń personelu 

ochrony. 

8. Każde użycie karty jest rejestrowane w oprogramowaniu SKD. 

Numer kontaktowy do personelu ochrony: +48 502 458 681 
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III. Informacje o przetwarzaniu danych osobowych w ramach SKD 

1. Kto jest administratorem Twoich danych osobowych?  

Administratorem Twoich danych osobowych jest Baltic Power spółka z ograniczoną 

odpowiedzialnością z siedzibą w Warszawie, ul. Bielańska 12, 00-085 Warszawa, wpisana do 

rejestru przedsiębiorców pod numerem KRS 0000400905, NIP 5272668625, REGON 

145868460 (my). 

2. Jak możesz się z nami skontaktować? 

W sprawach dotyczących przetwarzania Twoich danych osobowych możesz się z nami 

skontaktować: 

a) kierując korespondencję tradycyjną na adres: ul. Bielańska 12 Warszawa 00-085, lub 

b) za pośrednictwem adresu e-mail: blp.leba.office@balticpower.pl 

3. Jakie dane osobowe przetwarzamy i z jakich źródeł? Czy podanie nam danych 

osobowych jest konieczne? 

Będziemy przetwarzać Twoje dane osobowe potrzebne do prawidłowego skonfigurowania i 

funkcjonowania Systemu Kart Dostępu. Mogą to być w szczególności Twoje: imię, nazwisko, 

oraz numer rejestracyjny samochodu. 

Jeżeli jesteś naszym współpracownikiem lub członkiem personelu naszego kontrahenta, to 

wtedy przetwarzamy też Twój wizerunek (zdjęcie), informację o Twoim stanowisku oraz dane 

naszego kontrahenta, dla którego pracujesz. 

Ponadto system monitoruje Twoje wejścia i wyjścia z obszarów objętych SKD, informuje o 

obecności osób w danych strefach, pozwala na organizację wizyt i płynną obsługę gości oraz 

monitorowanie procesów logistycznych. 

Dane osobowe pozyskujemy bezpośrednio od Ciebie, chyba że posiadamy je już w związku z 

łączącą nas relacją biznesową.  

Podanie danych osobowych jest niezbędne, abyśmy mogli umożliwić Ci dostęp do obszarów o 

strategicznym znaczeniu, którymi zarządzamy. Konsekwencją niepodania nam danych 

osobowych będzie brak możliwości wejścia/wjazdu na teren objęty SKD. 

4. W jakich celach i na jakich podstawach prawnych przetwarzamy Twoje dane osobowe? 

Twoje dane osobowe będą przetwarzane w celu realizacji naszych prawnie uzasadnionych 

interesów, polegających na skonfigurowaniu i przekazaniu Ci karty dostępu, a następnie kontroli 

dostępu i zabezpieczeniu zarządzanych przez nas terenów o szczególnym znaczeniu 

operacyjnym, zapewnieniu ochrony i bezpieczeństwa osób tam przebywających oraz mienia, a 

także polegających na potrzebie zapewnienia tajemnicy informacji, których ujawnienie mogłoby 

narazić nas lub inne podmioty na szkodę, tj. na podstawie prawnej z art. 6 ust. 1 lit. f) RODO.  

Ponadto dane osobowe pozyskiwane w ramach SKD możemy przetwarzać w celu ewentualnego 

ustalenia, dochodzenia roszczeń lub obrony przed roszczeniami, w ramach naszego prawnie 

uzasadnionego interesu polegającego na możliwości obrony lub realizacji naszych praw, tj. na 

podstawie prawnej z art. 6 ust. 1 lit. f) RODO. 

5. Jak długo przechowujemy Twoje dane osobowe? 
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Jeżeli jesteś naszym współpracownikiem lub członkiem personelu naszego podwykonawcy 

(kontrahenta) i otrzymałeś kartę stałą, wtedy Twoje dane osobowe z tej karty będziemy 

przechowywać przez okres trwania naszej współpracy lub naszej współpracy z Twoim 

pracodawcą, a naszym podwykonawcą.  

Jeżeli jesteś osobą nas odwiedzającą i otrzymałeś kartę gościa, wtedy Twoje dane osobowe z 

tej karty będziemy przechowywać przez okres 1 pełnego miesiąca kalendarzowego licząc od 

dnia Twojej ostatniej wizyty u nas w ramach wydanej Ci karty gościa. 

Z kolei Twoje dane osobowe objęte ewidencją, raportami i innymi informacjami generowanymi 

w ramach systemu SKD przechowujemy przez okres dwóch lat. 

Jednak w przypadku, w którym rekordy z systemu będą stanowiły dowód w postępowaniu 

prowadzonym na podstawie prawa lub poweźmiemy wiadomość, że mogą one stanowić dowód 

w postępowaniu, termin wskazany w zdaniu poprzednim ulegnie przedłużeniu do czasu 

prawomocnego zakończenia postępowania. 

6. Komu możemy przekazywać Twoje dane osobowe? 

Twoje dane osobowe możemy przekazywać podmiotom świadczącym usługi na naszą rzecz, 

m.in. dostawcy Systemu Kart Dostępu (SKD), dostawcom usług IT, usług ochrony osób i mienia, 

usług zapewnienia bezpieczeństwa i higieny pracy, doradcom prawnym oraz podmiotom 

upoważnionym na podstawie przepisów powszechnie obowiązującego prawa, w szczególności 

instytucjom uprawnionym do kontroli naszej działalności lub instytucjom uprawnionym do 

uzyskania danych osobowych na podstawie przepisów prawa. 

7. Czy przekazujemy Twoje dane osobowe poza EOG? 

Twoje dane osobowe przetwarzamy na terenie EOG. EOG to Europejski Obszar Gospodarczy, 

czyli Unia Europejska, a także Islandia, Norwegia i Liechtenstein. 

Jednak może się zdarzyć, że niektórzy z naszych usługodawców (z uwagi na globalny charakter 

ich usług) mogą przetwarzać Twoje dane osobowe poza EOG. W takiej sytuacji zabezpieczamy 

transfer danych poza EOG zgodnie z przepisami o ochronie danych osobowych. Zwykle 

stosujemy standardowe klauzule umowne Komisji Europejskiej lub współpracujemy z 

podmiotami uczestniczącymi w programie EU–US Data Privacy Framework (w odniesieniu do 

transferów do USA). Oceniamy też takie transfery danych pod kątem bezpieczeństwa zgodnie z 

wymaganiami prawnymi.  

Jeżeli chcesz dowiedzieć się więcej na temat zabezpieczeń, jakie stosujemy w ramach 

transferów danych poza EOG, w tym uzyskać kopię takich zabezpieczeń, skontaktuj się z nami 

(dane kontaktowe wskazaliśmy w punkcie 2. tej informacji). 

8. Jakie prawa Ci przysługują? 

Przysługują Ci następujące prawa w związku z przetwarzaniem Twoich danych osobowych:  

• dostępu do danych, w tym uzyskania kopii danych, 

• sprostowania danych,  

• usunięcia danych - usuniemy Twoje dane osobowe, jeżeli nie istnieją powody, dla których 

mamy obowiązek lub prawnie uzasadniony interes je przechowywać, np. możemy 
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zachować pewne informacje o Tobie w zakresie niezbędnym do celów ustalenia, 

dochodzenia lub obrony przed roszczeniami, 

• ograniczenia przetwarzania danych oraz  

• prawo do sprzeciwu wobec przetwarzania danych. Uwzględnimy Twój sprzeciw, jeżeli 

będzie zasadny (po zważeniu naszych i Twoich interesów oraz praw).  

Powyższe prawa przysługują Ci w przypadkach i w zakresie przewidzianym przez obowiązujące 

przepisy prawa.  

Przysługuje Ci również prawo do wniesienia skargi do organu nadzorczego – Prezesa Urzędu 

Ochrony Danych Osobowych, więcej informacji pod tym linkiem: 

https://www.uodo.gov.pl/pl/526/2464. 

9. Czy stosujemy profilowanie lub automatyczne podejmowanie decyzji? 

Nie podejmujemy automatycznych decyzji w oparciu o Twoje dane osobowe ani nie dokonujemy 

profilowania. 

https://www.uodo.gov.pl/pl/526/2464

