Zasady stosowania monitoringu wizyjnego wraz z informacja
o przetwarzaniu danych osobowych

W tym dokumencie przyblizymy Ci zasady stosowania monitoringu wizyjnego na terenach i w
biurach zarzadzanych przez Baltic Power oraz zasady ochrony danych osobowych
przetwarzanych w ramach monitoringu.

Na czym polega nasz monitoring?

Ze wzgledu na szczegdlne wymagania zwigzane z bezpieczenstwem oraz strategiczny
charakter naszej infrastruktury, stosowanie monitoringu jest niezbedne dla zapewnienia
wiasciwego poziomu ochrony.

Monitoring wizyjny jest narzedziem stuzgcym zwiekszeniu bezpieczehstwa oséb i mienia oraz
zapewnieniu prawidiowego funkcjonowania proceséw w Baltic Power. Jego stosowanie ma
charakter prewencyjny, a celem jest ochrona przed zagrozeniami, takimi jak nieuprawniony
dostep do obiektow, dziatania sabotazowe, kradzieze czy zdarzenia moggce naraza¢ na
straty.

Stosujemy monitoring wizyjny w sposob proporcjonalny, z poszanowaniem prywatnosci
i godnosci osdb, zgodnie z obowigzujgcymi przepisami prawa i zasadami etyki.

Przeprowadzili$my test uzasadnionego interesu, aby oceni¢, czy stosowanie monitoringu jest
zgodne z zasadg proporcjonalnosci i nie narusza praw oraz wolnosci osob objetych
nagraniami. Wnioski z analizy potwierdzity, Zze monitoring jest srodkiem proporcjonalnym i
zgodnym z obowigzujgcymi przepisami, a stosowane zabezpieczenia minimalizujg wptyw na
prawa osob.

Jakie sg zasady stosowania monitoringu wizyjnego?

1. Monitoringiem wizyjnym w wyznaczonych obszarach nadzorowanych przez Baltic Power
zarzadza Baltic Power spotka z ograniczong odpowiedzialnoscig (my).

2. Monitoring jest catodobowy.

3. Kamery sg instalowane wylgcznie w miejscach, gdzie jest to uzasadnione wzgledami
bezpieczenstwa.

4. Monitoringiem wizyjnym objete sg zarzgdzane przez nas tereny zewnetrzne, m.in. obszar
MFW oraz budynki, np. biurowe, hale magazynowe itd. Monitoring w budynkach biurowych
obejmuje wytgcznie ciggi komunikacyjne.

5. Obszary objete monitoringiem sg odpowiednio oznaczone znakami informacyjnymi o
rejestracji obrazu.

6. Dostep do nagran jest Scidle ograniczony do oséb upowaznionych i moze by¢ udzielany
podmiotom zewnetrznym tylko w uzasadnionych przypadkach (wiecej informacji ponizej w
Zasadach przetwarzania danych osobowych z monitoringu wizyjnego).

7. Biezacy dostep do nagran monitoringu majg pracownicy firmy swiadczacej ustugi ochrony
0sOb i mienia na podstawie umowy powierzenia danych osobowych zawartej z Baltic
Power.
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8. Osoby majgce wglad w nagrania monitoringu zobowigzane sg do przestrzegania przepisow
prawa w zakresie ochrony danych osobowych.

Zasady przetwarzania danych osobowych z monitoringu wizyjnego
Kto jest administratorem danych osobowych w ramach monitoringu?

Administratorem Twoich danych osobowych jest Baltic Power spétka z ograniczong
odpowiedzialnoscia z siedzibg w Warszawie, ul. Bielanska 12, 00-085 Warszawa, wpisana
do rejestru przedsiebiorcow pod numerem KRS 0000400905, NIP 5272668625, REGON
145868460 (my).

Jak mozesz si¢ z nami skontaktowac?

W sprawach dotyczgcych przetwarzania Twoich danych osobowych mozesz sie z nami
skontaktowac:
a) kierujgc korespondencje tradycyjng na adres: ul. Bielanska 12 Warszawa 00-085, lub
b) za posrednictwem adresu e-mail: blp.leba.office @balticpower.pl

Czyje i jakie dane przetwarzamy w ramach monitoringu wizyjnego?

W ramach monitoringu wizyjnego przetwarzamy wizerunek osob objetych zasiegiem
monitoringu (monitoring nie obejmuje dzwieku). Mogg to byé w szczegdlnosci nasi
wspotpracownicy, personel naszych podwykonawcow, dostawcéw i innych kontrahentow oraz
osoby odwiedzajgce nasze tereny i obiekty.

W jakich celach i na jakich podstawach prawnych przetwarzamy dane osobowe z
monitoringu?

Dane osobowe w ramach monitoringu wizyjnego przetwarzamy w celu realizacji naszych
prawnie uzasadnionych interesdw polegajgcych na kontroli dostepu na tereny i obiekty
zarzadzane przez Baltic Power oraz zapewnienia ochrony i bezpieczenstwa osdb tam
przebywajgcych oraz mienia, a takze polegajgcych na potrzebie zachowania w tajemnicy
informagiji, ktorych ujawnienie mogtoby narazi¢ na szkode, tj. na podstawie prawnej z art. 6
ust. 1 lit. f) RODO.

W zakresie, w jakim monitoring obejmuje obszary strategiczne dla infrastruktury farmy
wiatrowej, dane osobowe mogg by¢ przetwarzane réwniez na podstawie art. 6 ust. 1 lit. e
RODO, tj. w celu wykonania zadania realizowanego w interesie publicznym, polegajgcego na
zapewnieniu bezpieczenhstwa infrastruktury o istotnym znaczeniu spotecznym, w tym jej
ochrony przed zagrozeniami w trakcie budowy.

Ponadto dane osobowe pozyskiwane w ramach monitoringu mozemy przetwarza¢ w celu
ewentualnego ustalenia, dochodzenia roszczen lub obrony przed roszczeniami, w ramach
naszego prawnie uzasadnionego interesu polegajgcego na mozliwosci obrony lub realizaciji
naszych praw, tj. na podstawie prawnej z art. 6 ust. 1 lit. f) RODO.

Jak diugo przechowujemy dane osobowe z monitoringu wizyjnego?

Dane osobowe pochodzgce z monitoringu wizyjnego bedziemy przechowywac przez okres 30
dni od dnia nagrania. W przypadku, w ktérym nagrania obrazu bedg stanowi¢ dowod w
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postepowaniu prowadzonym na podstawie prawa lub powezmiemy wiadomo$¢, ze mogg one
stanowi¢ dowdd w postepowaniu, termin wskazany w zdaniu poprzednim ulega przedtuzeniu
do czasu prawomocnego zakonczenia postepowania.

Komu mozemy przekaza¢ dane osobowe z monitoringu wizyjnego?

Nagrania z monitoringu wizyjnego mogg by¢ udostepnione podmiotom upowaznionym na
podstawie przepisow prawa, w szczegolnosci instytucjom uprawnionym do uzyskania danych
osobowych na podstawie przepisow prawa, a takze naszym dostawcom ustug (np. ustugi
ochroniarskie, ustugi IT). W uzasadnionych przypadkach nagrania mogg zosta¢ udostepnione
naszym podwykonawcom lub partnerom, jezeli jest to niezbedne do realizacji ustug na rzecz
administratora albo do ochrony ich praw, przy zachowaniu zasad bezpieczenstwa i zgodnie z
obowigzujgcymi przepisami prawa.

Czy przekazujemy dane osobowe poza EOG?

Twoje dane osobowe przetwarzamy na terenie EOG. EOG to Europejski Obszar
Gospodarczy, czyli Unia Europejska, a takze Islandia, Norwegia i Liechtenstein.

Jednak moze sie zdarzyé¢, ze niektérzy z naszych ustugodawcéw (z uwagi na globalny
charakter ich ustug, np. ustugi chmurowe) moga przetwarza¢ Twoje dane osobowe poza EOG.
W takiej sytuacji zabezpieczamy transfer danych poza EOG zgodnie z przepisami o ochronie
danych osobowych. Zwykle stosujemy standardowe klauzule umowne Komisji Europejskiej
lub wspoipracujemy z podmiotami uczestniczagcymi w programie EU-US Data Privacy
Framework (w odniesieniu do transferow do USA). Oceniamy tez takie transfery danych pod
katem bezpieczenhstwa zgodnie z wymaganiami prawnymi.

Jezeli chcesz dowiedzie¢ sie wiecej na temat zabezpieczen, jakie stosujemy w ramach
transferow danych poza EOG, w tym uzyska¢ kopie takich zabezpieczen, skontaktuj sie z
nami (dane kontaktowe wskazaliSmy w punkcie 2 tej informacii).

Jakie prawa Ci przystuguja?

Przystugujg Ci nastepujgce prawa w zwigzku z przetwarzaniem Twoich danych osobowych:
e dostepu do danych, w tym uzyskania kopii danych,
e sprostowania danych,

e usuniecia danych - usuniemy Twoje dane osobowe, jezeli nie istniejg powody, dla ktérych
mamy obowigzek lub prawnie uzasadniony interes je przechowywac, np. mozemy
zachowa¢ pewne informacje o Tobie w zakresie niezbednym do celéw ustalenia,
dochodzenia lub obrony przed roszczeniami,

e ograniczenia przetwarzania danych oraz

e prawo do sprzeciwu wobec przetwarzania danych. Uwzglednimy Twaoj sprzeciw, jezeli
bedzie zasadny (po zwazeniu intereséw oraz praw).

Powyzsze prawa przystuguja Ci w przypadkach iw zakresie przewidzianym przez
obowigzujgce przepisy prawa.

Przystuguje Ci rowniez prawo do wniesienia skargi do organu nadzorczego — Prezesa Urzedu
Ochrony Danych Osobowych, wiecej informagiji pod tym linkiem:
https://www.uodo.gov.pl/pl/526/2464.
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9. Czy stosujemy profilowanie lub automatyczne podejmowanie decyzji?

Nie podejmujemy automatycznych decyzji w oparciu o Twoje dane osobowe ani nie
dokonujemy profilowania.
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